NOTE:  Links here may not work.  Most of this information is copied from 2012 WEB Page, from Wikipedia.  Wikipedia has completely removed this from their site.

Note: The Vatican (Who Runs The CIA) WEB site uses Google Search.
http://gsearch.vatican.va/user_help.html

The Vatican (Jesuits) started and today control the C.I.A.!
THIRD video down, (after clicking this link . . . ) Jesuits Control 'The Central Intelligence Agency, C.I.A.,' December 21st, 2020 . . ..htm

Ties to the CIA and NSA
http://en.wikipedia.org/wiki/Criticism_of_Google#Ties_to_the_CIA_and_NSA (NOTE:  This is NO LONGER MENTIONED ON WIKIPEDIA'S SITE.  Neither is KEYHOLE.  I have a copy of their 2012 WEB Page, though, saved to my hard drive, where I got this information.)
In October 2004, Google acquired Keyhole, a 3D mapping company. In February 2004, before its acquisition by Google, Keyhole received an investment from In-Q-Tel, the CIA's investment arm.[70] And in July 2010 it was reported that the investment arms of both the CIA (In-Q-Tel) and Google (Google Ventures) were investing in Recorded Future, a company specializing in predictive analytics—monitoring the web in real time and using that information to predict the future. And, while private corporations have been using similar systems since the 1990s, the involvement of Google and the CIA with their large data stores raises privacy concerns.

Also, this is an interesting side-note of Keyhole:
https://historyofinformation.com/detail.php?id=2733#:~:text=The%20name%20%22Keyhole%22%20paid%20homage%20to%20the%20original,of%20Keyhole%20technology%20were%20incorporated%20into%20Google%20Maps.
The prehistory of Google Earth began in 2001 when a software development firm called Keyhole, Inc.

 HYPERLINK "https://en.wikipedia.org/wiki/Keyhole,_Inc" \n _blank


 INCLUDEPICTURE  "https://historyofinformation.com/assets/ic-offsite.png" \d
 
, was founded in Mountain View, California, which happened also to be Google's base of operations. Keyhole specialized in geospatial data visualization applications. The name "Keyhole" paid homage to the original KH reconnaissance satellites, also known as Corona satellites, (NAMES VERY INTERESTING AS IT APPLIES TO TODAY, HUH?) which were operated by the U.S. between 1959 and 1972. Google acquired Keyhole in 2004, and Keyhole's Earth Viewer reached a wide public as Google Earth in 2005. Other aspects of Keyhole technology were incorporated into Google Maps. 
Leaked NSA documents obtained by The Guardian [74] and The Washington Post [75] in June 2013 included Google in the list of American companies that cooperate with PRISM (surveillance program), which authorizes the government to secretly access data of non-US citizens hosted by American companies without a warrant. Following the leak, government officials acknowledged [76] the existence of the program. According to the leaked documents, the NSA has direct access to servers of those companies, and the amount of data collected through the program had been growing fast in years prior to the leak. Google has denied[77] the existence of any "government backdoor".

Google has been criticized for both disclosing too much information to governments too quickly and for not disclosing information that governments need to enforce their laws. In April 2010, Google, for the first time, released details about how often countries around the world ask it to hand over user data or to censor information.[78] Online tools make the updated data available to everyone.[79]

Between July and December 2009, Brazil topped the list for user data requests with 3,663, while the US made 3,580, the UK 1,166, and India 1,061. Brazil also made the largest number of requests to remove content with 291, followed by Germany with 188, India with 142, and the US with 123. Google, who stopped offering search services in China a month before the data was released, said it could not release information on requests from the Chinese government because such information is regarded as a state secret.

Google Chrome

In 2008 Consumer Watchdog produced a video showing how Google Chrome records what a user types into the web address field and sends that information to Google servers to populate search suggestions, the video discusses on the potential privacy implications of this feature.[80][81] [82]

Street View
Google's online map service, "Street View", has been accused of taking pictures and viewing too far into people's private homes and/or too close to people on the street when they do not know they are being photographed.


Information collection from WiFi networks
During 2006–2010 Google Streetview camera cars collected about 600 gigabytes of data from users of unencrypted public and private Wi-Fi networks in more than 30 countries. No disclosures nor privacy policy was given to those affected, nor to the owners of the Wi-Fi stations.[85]

Google apologized, said they were "acutely aware that we failed badly here" in terms of privacy protection, that they were not aware of the problem until an inquiry from German regulators was received, that the private data was collected inadvertently, and that none of the private data was used in Google's search engine or other services. A representative of Consumer Watchdog replied, "Once again, Google has demonstrated a lack of concern for privacy. Its computer engineers run amok, push the envelope and gather whatever data they can until their fingers are caught in the cookie jar." In a sign that legal penalties may result, Google said it will not destroy the data until permitted by regulators.[86][87]

Google Buzz
On February 9, 2010, Google launched Google Buzz, Google's microblogging service. Anyone with a Gmail account was automatically added as a contact to pre-existing Gmail contacts, and had to opt out if they did not wish to participate.[88]

The launch of Google Buzz as an "opt-out" social network immediately drew criticism for violating user privacy because it automatically allowed Gmail users' contacts to view their other contacts.[89]


Google+ and Nymwars
Google+ requires users to identify themselves using their real names, and accounts may be suspended when this requirement is not met.[90][91][92] Critics point out that pseudonymous speech has played a critical role throughout history and feel that the Google+ policy deprives some people of an important privacy protection tool.[93]

On October 19, 2011, at the Web 2.0 Summit, Google executive Vic Gundotra revealed that Google+ would begin supporting pseudonyms and other types of identity within a few months.[94]


Do Not Track
In April 2011, Google was criticized for not signing onto the Do Not Track feature for Chrome that is being incorporated in most other modern web browsers, including Firefox, Internet Explorer, Safari, and Opera. Critics pointed out that a new patent Google was granted in April 2011, for greatly enhanced user tracking through web advertising, will provide much more detailed information on user behavior and that do not track would hurt Google's ability to exploit this. Software reviewer Kurt Bakke of Conceivably Tech wrote: "Google said that it intends to charge [sic] advertisers based on click-through rates, certain user activities and a pay-for-performance model. The entire patent seems to fit Google's recent claims that Chrome is critical for Google to maintain search dominance through its Chrome web browser and Chrome OS and was described as a tool to lock users to Google's search engine and – ultimately – its advertising services. So, how likely is it that Google will follow the do-not-track trend? Not very likely.


Censorship
Google has been criticized for various instances of censoring its search results, many times in compliance with the laws of various countries, most notably while it operated in China from January 2006 to March 2010.
As of June 2012, Google's Shopping policies were modified to prohibit the inclusion of "firearms" and firearm-related products, such as ammunition and accessory kits.[135][136]


AdSense/AdWords
In April 2008, Google refused to run ads for a UK Christian group opposed to abortion, explaining that "At this time, Google policy does not permit the advertisement of websites that contain 'abortion and religion-related content.'"[158] The UK Christian group sued Google for discrimination and as a result in September 2008 Google was forced to change its policy and anti-abortion ads came alive.[159]

YouTube has also been criticized by its users for attempting to censor content. In November 2007, the account of Wael Abbas, a well known Egyptian activist who posted videos of police brutality, voting irregularities and anti-government demonstrations, was blocked for three days.[171][172][173]

In February 2008, a video produced by the American Life League that accused a Planned Parenthood television commercial of promoting recreational sex was removed, then reinstated two days later.[174][175] In October, a video by political speaker Pat Condell criticizing the British government for officially sanctioning sharia law courts in Britain was removed, then reinstated two days later.[176][177] In response, his fans uploaded copies of the video themselves, and the National Secular Society wrote to YouTube in protest.

YouTube also pulled a video of columnist Michelle Malkin showing violence by Muslim extremists.[178] Siva Vaidhyanathan, a professor of Media Studies at the University of Virginia, commented that while, in his opinion, Michelle Malkin disseminates bigotry in her blog, "that does not mean that this particular video is bigoted; it's not. But because it's by Malkin, it's a target."[179]


Ungoogleable
In 2013, Google successfully prevented the Swedish Language Council from including the Swedish version of the word "ungoogleable" ("ogooglebar") in its list of new words.[180] Google objected to its definition and the Council was forced to remove it to avoid legal confrontation with Google.[181]


Lack of transparency and market visibility
Google has several initiatives to disclose data.[189][190] This data includes information such as its most popular search terms and various statistics such as "take-down" notices by region, etc. Its most valuable data, however, is not disclosed: data on what people are searching for and not finding. The implication to this is that Google has unrivaled visibility into market demand and could potentially spin off products to fill those demands, leveraging both a first-mover's advantage and its global and local market positions in order to be best positioned to secure a monopoly position in the rendering- or creation of most any future service or product.

Social network analysis
One common form of surveillance is to create maps of social networks based on data from social networking sites such as Facebook, MySpace, Twitter as well as from traffic analysis information from phone call records such as those in the NSA call database,[39] and others. These social network "maps" are then data mined to extract useful information such as personal interests, friendships & affiliations, wants, beliefs, thoughts, and activities.[40]

 HYPERLINK "http://en.wikipedia.org/wiki/Surveillance" \l "cite_note-fuchs-40"
[41]

 HYPERLINK "http://en.wikipedia.org/wiki/Surveillance" \l "cite_note-ethier-41"
[42]

 HYPERLINK "http://en.wikipedia.org/wiki/Surveillance" \l "cite_note-dydan-research-42"
[43]
Many U.S. government agencies such as the Defense Advanced Research Projects Agency (DARPA), the National Security Agency (NSA), and the Department of Homeland Security (DHS) are investing heavily in research involving social network analysis.[44]

 HYPERLINK "http://en.wikipedia.org/wiki/Surveillance" \l "cite_note-nsa-myspace-44"
[45] The intelligence community believes that the biggest threat to U.S. power comes from decentralized, leaderless, geographically dispersed groups of terrorists, subversives, extremists, and dissidents. These types of threats are most easily countered by finding important nodes in the network, and removing them. To do this requires a detailed map of the network.[42]

 HYPERLINK "http://en.wikipedia.org/wiki/Surveillance" \l "cite_note-dydan-research-42"
[43]

 HYPERLINK "http://en.wikipedia.org/wiki/Surveillance" \l "cite_note-ressler-45"
[46]

 HYPERLINK "http://en.wikipedia.org/wiki/Surveillance" \l "cite_note-dydan-blog-46"
[47]
Jason Ethier of Northeastern University, in his study of modern social network analysis, said the following of the Scalable Social Network Analysis Program developed by the Information Awareness Office:
The purpose of the SSNA algorithms program is to extend techniques of social network analysis to assist with distinguishing potential terrorist cells from legitimate groups of people.... In order to be successful SSNA will require information on the social interactions of the majority of people around the globe. Since the Defense Department cannot easily distinguish between peaceful citizens and terrorists, it will be necessary for them to gather data on innocent civilians as well as on potential terrorists.
—Jason Ethier[

 HYPERLINK "http://en.wikipedia.org/wiki/Surveillance" \l "cite_note-ethier-41"
42]
AT&T Invents Programming Language for Mass Surveillance
http://www.wired.com/threatlevel/2007/10/att-invents-pro/
AT&T developed a programming language called "Hancock", which is able to sift through enormous databases of phone call and Internet traffic records, such as the NSA call database, and extract "communities of interest" -- groups of people who call each other regularly, or groups that regularly visit certain sites on the Internet. AT&T originally built the system to develop "marketing leads",[48] but the FBI has regularly requested such information from phone companies such as AT&T without a warrant,[48] and after using the data stores all information received in its own databases, regardless of whether or not the information was ever useful in an investigation.[49]
Note: "Communities of Interest" can you say Christians? Is persecution of Christians far behind? I think not. As The AntiChrist comes to power.
http://en.wikipedia.org/wiki/NSA_warrantless_surveillance_controversy
Some people believe that the use of social networking sites is a form of "participatory surveillance", where users of these sites are essentially performing surveillance on themselves, putting detailed personal information on public websites where it can be viewed by corporations and governments.[40] About 20% of employers have reported using social networking sites to collect personal data on prospective or current employees.[50]
Possible ties to the CIA and NSA (This Section No Longer On Wikipedia.  This Is From Their 2012 Web Page).
There have been allegations about connections between Google and the U.S. National Security Agency (NSA) and the U.S. Central Intelligence Agency (CIA)[50], going as far as saying that Facebook and Google are CIA fronts.[51] U.S. intelligence agencies are reported to use Google software to support their work.[52]
In February 2010 Google was reported to be working on an agreement with the NSA to investigate recent attacks against its network. And, while the deal did not give NSA access to Google's data on users’ searches or e-mail communications and accounts and Google was not sharing proprietary data with the agency, privacy and civil rights advocates were concerned.[53]

 HYPERLINK "http://en.wikipedia.org/wiki/Criticism_of_Google" \l "cite_note-53"
[54]
In October 2004 Google acquired Keyhole, a 3D mapping company. In February 2004, before its acquisition by Google, Keyhole received an investment from In-Q-Tel, the CIA's investment arm.[55] And in July 2010 it was reported that the investment arms of both the CIA (In-Q-Tel) and Google (Google Ventures) were investing in Recorded Future, a company specializing in predictive analytics—monitoring the web in real time and using that information to predict the future. And, while private corporations have been using similar systems since the 1990s, the involvement of Google and the CIA with their large data stores raises privacy concerns.[56]

 HYPERLINK "http://en.wikipedia.org/wiki/Criticism_of_Google" \l "cite_note-56"
[57]
http://fcw.com/articles/2009/09/14/week-facebook-launches-government-page.aspx
Julian Assange, the controversial founder of WikiLeaks, speaks to Steve Kroft about the U.S. attempt to indict him on criminal charges and the torrent of criticism aimed at him for publishing classified documents.
http://www.youtube.com/watch?v=DzC9invn4Ko
Assange on mass surveillance: 'You are all screwed!' 
http://www.youtube.com/watch?v=B5cLqY6_2X8


http://singularityhub.com/2011/05/18/the-government-is-spying-on-you-through-facebook-right-now/

http://www.youtube.com/watch?v=0yhFRWaQbNg&feature=player_embedded#!
Government requests
Google has been criticized for both disclosing too much information to governments too quickly and for not disclosing information that governments need to enforce their laws. In April 2010, Google, for the first time, released details about how often countries around the world ask it to hand over user data or to censor information.[58] Online tools make the updated data available to everyone.[59]
For the period between July and December 2009 Brazil topped the list for user data requests with 3,663, while the US made 3,580, the UK 1,166, and India 1,061. Brazil also made the largest number of requests to remove content with 291, followed by Germany with 188, India with 142, and the US with 123. Google, who stopped offering search services in China a month before the data was released, said it could not release information on requests from the Chinese government because such information is regarded as a state secret.[58]
Google's chief legal officer said, "The vast majority of these requests are valid and the information needed is for legitimate criminal investigations or for the removal of child pornography".[58]

"When governments fear the people, there is liberty. When the people fear the government, there is tyranny. The strongest reason for the people to retain the right to keep and bear arms is, as a last resort, to protect themselves against the tyranny in and by the government." "Does the government fear us, "We the People . . . ? Or do we the people fear the government? When the people fear the government, tyranny has found victory. The government is our servant, not our master." “When the people fear the government, that's tyranny; when the government fears the people, that's freedom.”
-- Thomas Jefferson
"If a nation expects to be ignorant and free, it expects what never was and never will be".
-- Thomas Jefferson

What happened here in Germany was the gradual habituation of the people, little by little, to being governed by surprise; to receiving decisions deliberated in secret; to believing that the situation was so complicated that the government had to act on information which the people could not understand, or so dangerous that, even if the people could understand it, it could not be released because of "national security". Therefore, their sense of identification with Hitler, their trust in him, made it easier to widen this gap and reassured those who would otherwise have worried about it until it was too late. 
--Mayer, Milton (1966) [1955]. They Thought They Were Free: The Germans, 1933-45 (2nd edition ed.). University of Chicago Press. pp. p. 166. ISBN 0-226-51192-8.
Authority has always attracted the lowest elements in the human race. All through history mankind has been bullied by scum. Those who lord it over their fellows and toss commands in every direction and would boss the grass in the meadows about which way to bend in the wind are the most depraved kind of prostitutes. They will submit to any indignity, perform any vile act, do anything to achieve power. The worst off-sloughings of the planet are the ingredients of sovereignty. Every government is a parliament of whores. The trouble is, in a democracy, the whores are us.

--P. J. O'Rourke, in Parliament of Whores (1991)

Giving money and power to Government is like giving whiskey and car keys to teenage boys.

--P. J. O'Rourke, Parliament of Whores (1991) 

With the exception of the writ of habeas corpus, a privilege not required under the Jewish government, simply because it did not allow for imprisonment, there is not a single feature of free government that is not distinctly developed in the Holy Bible.

-- Gardiner Spring, Dictionary of Burning Words of Brilliant Writers (1895), p. 425.
The state calls its own violence law, but that of the individual, crime.

--Max Stirner, attributed in The Great Quotations (1960) by George Seldes, p. 664
"... bills were passed, not only for national objects but for individual cases, and laws were most numerous when the commonwealth was most corrupt.
--Tacitus, Annals, Book III, 27: Publius (or Gaius) Cornelius Tacitus (AD 56 – AD 117) was a senator and a historian of the Roman Empire. The surviving portions of his two major works—the Annals and the Histories—examine the reigns of the Roman Emperors Tiberius, Claudius, Nero and those who reigned in the Year of the Four Emperors. These two works span the history of the Roman Empire from the death of Augustus in AD 14 to (presumably) the death of emperor Domitian in AD 96. There are big lacunae in the surviving texts, including one four books long in the Annals.

Common paraphrase: The more numerous the laws, the more corrupt the government. Therefore, I heartily accept the motto, "That government is best which governs least"; and I should like to see it acted up to more rapidly and systematically. Carried out, it finally amounts to this, which also I believe, "That government is best which governs not at all"; and when men are prepared for it, that will be the kind of government which they will have.

--Henry David Thoreau, Civil Disobedience (1849) 


Yesterday the greatest question was decided which was ever debated in America; and a greater perhaps never was, nor will be, decided among men. A resolution was passed without one dissenting colony, that those United Colonies are, and of right ought to be, free and independent States.

--John Adams, letter to Mrs. Adams. July 3, 1776.
It [Calvinism] established a religion without a prelate, a government without a king.

Note: Prelate: bishop or abbot of superior rank, to rule over the people.
--George Bancroft, History of the United States, Volume III, Chapter VI.
A power has arisen up in the Government greater than the people themselves, consisting of many and various and powerful interests, combined into one mass, and held together by the cohesive power of the vast surplus in the banks.

-- John C. Calhoun, in the U.S. Senate (May 28, 1836). "Cohesive power of public plunder."
That this nation, under God, shall have a new birth of freedom, and that government of the people, by the people, and for the people, shall not perish from the earth.
--Abraham Lincoln, Speech at Gettysburg. 1863, "The Gettysburg Address.

Note: The phrase "of the people, by the people, for the people" is not an original quote of Abraham Lincoln.  Some have claimed, wrongly, that quote comes from John Wyclif (Wycliffe), "The Bible shall be for the government of the people, for the people and by the people," appears in the Preface of the Wyclif Bible of 1384.  Albert Mathews, of Boston, examined the reprint of 1850 of the Wyclif Bible, and finds no reference to it in the Preface (Of course, that's almost 500 years later).  He states, however, this is as a preface to the Old and the New Testaments, probably written by John Purvey.
-- 
Paul (<:) Jesus first! 
www.Alemattec.com 
